
Integrated, layered IT/CyberSecurity tools and  
services protect against internal and external threats
Technology-based cybersecurity tools alone are not enough to  
protect an organization from disaster. The root cause of approximately 
70% of all successful cybersecurity attacks can be traced back to actions 
taken (or not taken) by internal or trusted counter party sources. Whether 
it is clicking on the wrong link, failing to appy key network security 
patches or use of personal email, individuals at every level of the 
organization play a critical role in your security posture.

An effective cybersecurity solution begins with a solid backup/ 
disaster recovery plan, followed by an effective, multi-layered approach 
to cybersecurity threat detection and risk mitigation. Ignoring any layer 
in the process creates a crucial vulnerability … much like leaving a  
back door, garage door or window open at home. 

ProjexGuard™ provides integrated business continuity, endpoint,  
email and network protection tools, best practice guidelines, training 
resources and security monitoring tools/services — to help your 
organization maintain IT system productivity. 

CyberSecurity Solutions
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ProjexGuard™ IT 
Management Solution:
•	 IT/CyberSecurity  

Management portal
•	 IT/cybersecurity planning,  

execution and monitoring tools 
•	 NIST 800-171 assessment and 

compliance tools
•	 Online training center/cyber- 

security awareness training
•	 Virtual private office
•	 Incident response team
•	 RMM/SIEM reports access  

and analysis

projexguard



 

ProjexGuard™ is an integrated, layered IT/CyberSecurity management solution that includes step-by-step tools  
for businesses’ seeking to achieve/sustain NIST 800-171 compliance. NIST 800-171 is a practical set of standards 
developed by the U.S. Department of Commerce and supported by the U.S. Department of Homeland Security  
(DoHS), U.S. Department of Defense (DoD) and many commercial security experts.

Call, write or visit us online to learn more about Projex IMC and how we can help  
your business execute high performance:

ProjexGuard™

Solution Layer	 Description/Core Functions	 Modular Options

Backup & Disaster Recovery - 	 Offsite cloud backup tools and services 	 DRaaS enables complete
Business continuity	 scaled to your data requirements. Disaster-	 environment spin-up, either on
	 Recovery-as-a-Service solutions include an on-	 premise or in the cloud.
	 premise backup appliance + cloud replication.	

End Point Protection - 	 Multi-vector cybersecurity endpoint	 Integrated help desk ranging
Servers, desktops, laptops	 protection, remote monitoring and management 	 from 8x5 to 24x7 support can be
	 service with automated security patching.	 added for end user support.
	

Email Protection -	 Anti-spam, virus, malware, phishing and	 Email continuity service — 
Preventive cloud software	 denial of service protection blocks external	 restores 90 days of email in the
filter	 threats before they reach your network.	 event of an email server failure.

Network/DNS Protection - 	 Network/DNS protection stops up to 90%	 Develop and enforce granular
Controls Internet activity	 of all web-borne malware before it can reach 	 and department-level acceptable
	 your network.	 web usage policies.

Network Protection/ 	 Hardware plus real time, integrated dynamic	 Monthly Hardware-as-a-Service
NextGen Firewall - Application	 threat and intrusion protection services to protect  	 (HaaS) option — includes the cost
layer security	 against evolving threats.	 of the appliance.

IT/CyberSecurity Management 	 Network and security execution and assessment	 DIY monitoring and tools included 
and Best Practices Portal	 tools, best practices policy templates, NIST 800-	 with endpoint protection - optional 
	 171 audit/compliance tools, online training tools,	 Projex IMC consulting and incident
	 and report monitoring capabilities.	 response services.

Security Information & Event	 Collects information from internal network,	 Self-monitor dashboard or
Management (SIEM)	 presenting anomalies/changes and other potential	 request monitoring services from
	 threats. Sends daily alerts to enable proper/	 Projex IMC virtual operations
	 timely cybersecurity response.	 center.

Focus  |  Execute  |  Accelerate

© Copyright 2018 Projex IMC. All rights reserved. Rev 2018-10.

Projex IMC
2608 Brodhead Road, Aliquippa, PA 15001
Phone: 724-375-8355  
Email: sales@projeximc.com 
Web: projeximc.com

IMC

 
Your Digital Transformation Partner … since 1994


